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Abstract:

Recently privacy is important issue in our daily life. We must have to take care of our data. But this is not possible every time, sometimes because of busy schedule we can't take care of our data. So, we proposed to build an application of mobile, preserving location privacy System using cloud. Our system provide a location information. Our application provide easy way to secure our location data. Silent features of our preserving location privacy system are to provide security to location, provide primary solution to preserve particular location data, and provide friends locations. We also provide privacy. This system or application is most useful in emergency cases. With the help of this system friends can check location of the user and according to he can meet with that particular user. Friends or user can also check for nearby friends.
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Introduction:

We efficiently protect user privacy in the system, or making good assumptions about the security or trustworthiness of the application servers. Mainly we target geosocial applications, and assume that servers can be compromised to limit misuse.

1) Our goal is to limit accessibility of location information from global visibility to a user’s social circle. We identify two main types of queries needed to support the functionality of these geosocial applications.

2) Point queries and nearest-neighbor (kNN) queries. Point queries query for location data at a particular point, whereas kNN queries query for k nearest data around a given location coordinate. Our goal is to support both query types in a suitable for today’s mobile devices.

3) We propose Loc X, a novel approach to achieving user privacy while maintaining full accuracy in location-based social applications. Our insight is that many services do not need to
resolve distance-based queries between arbitrary pairs of users, but with only those friends which are interested in each other’s locations and data.

4) We can partition location data based on social groups, after performing transformations on the location coordinates before storing them on any servers. A user knows the transformation keys of all his friends, allowing her to relocate query into the virtual coordinate system that her friends use. Our coordinate transformations is used to preserve distance metrics, with permission to an application server to perform both points and nearest-neighbor queries correctly on transformed data.

5) The applications implemented on Loc X lightweight and suitable for running on today’s mobile devices by using 2d-Translation, 2d-Scaling & 2d-Rotation algorithm.

Related Work:

Parsons have proposed accountability mechanisms to address privacy concerns of end users and then develop a privacy manager. The idea is that the user’s private data are sent to the cloud there that will converted in an encryption form of data, and the processing is done on the encrypted data. The output of the process is data which is in decrypted format by the privacy manager to reveal the correct result if that particular other user or friend enters that key. However, the privacy manager provides only limited features in that it does not guarantee protection once the data are being disclosed.
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Architecture:

Fig.1 Architecture of systems

Future Work:

The project ensuring distributed data sharing and security in android & cloud is to. After uploading data on cloud this project will maintain all the records about user who have used the data. Also bundling of the file with its information and accessing that data or location by getting that particular key & through that we can preserve our location is the scope of the system.

Conclusion:

This paper explains the design, prototype implementation, and evaluation of Loc X, a system for building location-based social applications (LBSAs) while preserving user location privacy. Loc X provides location privacy for users without injecting uncertainty or errors into the system, and does not rely on any trusted servers or components. Loc X takes a novel approach to provide location privacy while maintaining overall system efficiency, by leveraging the social data-sharing property of the target applications. In Loc X, users efficiently transform all their locations shared with the server and encrypt all location data stored on the server using inexpensive symmetric keys. Only friends with the right keys can query and decrypt a user data. We introduce several mechanisms to achieve both privacy and efficiency in this process, and analyze their privacy properties. Using evaluation based on both synthetic and real-world LBSA traces, we find that Loc X adds little computational and communication overhead to existing systems. Our Loc X prototype runs efficiently even on resource constrained mobile phones. Overall, we believe that Loc X takes a big step toward making location privacy practical for a large class of emerging geosocial applications.
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